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1.6  DNS :
         In data networks, devices are labeled with numeric IP addresses, so that they can participate in sending and receiving messages over the network. However, most people have a hard time remembering this numeric address. Hence, domain names were created to convert the numeric address into a simple, recognizable name. 

On the Internet these domain names, such as www.cisco.com , are much easier for people to remember than 198.132.219.25, which is the actual numeric address for this server. Also, if Cisco decides to change the numeric address, it is transparent to the user, since the domain name will remain www.cisco.com . The new address will simply be linked to the existing domain name and connectivity is maintained. When networks were small, it was a simple task to maintain the mapping between domain names and the addresses they represented. However, as networks began to grow and the number of devices increased, this manual system became unworkable. 

The Domain Name System (DNS) was created for domain name to address resolution for these networks. DNS uses a distributed set of servers to resolve the names associated with these numbered addresses.
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1.7 WWW services and HTTP :

           The URL http://www.cisco.com/index.html is an example of a URL that refers to a specific resource - a web page named index.html on a server identified as cisco.com Web browsers are the client applications our computers use to connect to the World Wide Web and access resources stored on a web server. For this example, we will use the URL: http://www.cisco.com/web-server.htm. 

First, the browser interprets the three parts of the URL: 

1. http (the protocol or scheme) 

2. www.cisco.com(the server name) 

3. web-server.htm (the specific file name requested). 

When a web address (or URL) is typed into a web browser, the web browser establishes a connection to the web service running on the server using the HTTP protocol. URLs (or Uniform Resource Locator) and URIs (Uniform Resource Identifier) are the names most people associate with web addresses.
The browser then checks with a name server to convert www.cisco.com <http://www.cisco.com > into a numeric address, which it uses to connect to the server. HTTP specifies a request/response protocol. When a client, typically a web browser, sends a request message to a server, the HTTP protocol defines the message types the client uses to request the web page and also the message types the server uses to respond. The three common message types are GET, POST, and PUT. 

· GET is a client request for data. A web browser sends the GET message to request pages from a web server. As shown in the figure, once the server receives the GET own, the body of which may be the requested file, an error message, or some other information. 

· POST and PUT are used to send messages that upload data to the web server. For example, when the user enters data into a form embedded in a web page, POST includes the data in the message sent to the server. 

· PUT uploads resources or content to the web server.  
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2. The Presentation Layer 

The Presentation layer has three primary functions:
· Coding and conversion of Application layer data to ensure that data from the source device can be interpreted by the appropriate application on the destination device. 

· Compression of the data in a manner that can be decompressed by the destination device. 

· Encryption of the data for transmission and the decryption of data upon receipt by the destination. 
Presentation layer implementations are not typically associated with a particular protocol stack. The standards for video and graphics are examples. GIF and JPEG are compression and coding standards for graphic images, and TIFF is a standard coding format for graphic images.

3. The Session Layer 
        Functions at this layer create and maintain dialogs between source and destination applications. The Session layer handles the exchange of information to initiate dialogs, keep them active, and to restart sessions that are disrupted or idle for a long period of time.
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